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**Cloud First Strategy Milestones**

Cloud First Strategy Milestones

Upgrade the university network

Collaborated with the office of the vice president of research on the travel loaner laptop program

Assisted K-State Olathe with an upgrade of the door access server and event management software

Reminded K-Staters about what to look for in phishing scams

Enhanced cyber security awareness training

Replaced outdated virtual private network software

Upgraded firewalls

Began populating State of Kansas business continuity software.

**Comparison of Phishing Scams and Compromised eIDs**

<table>
<thead>
<tr>
<th>Phishing scams</th>
<th>Compromised eIDs</th>
</tr>
</thead>
<tbody>
<tr>
<td>1254 323 1165</td>
<td>554 516 4923</td>
</tr>
</tbody>
</table>
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- Improve Enterprise Security
- Enhance cyber security awareness training
- Develop a new constituent relationship management platform
- Develop the Research Information Security Enclave (R.I.S.E.) to safeguard research data
- Enable IT for Research
- Partnering with VP of research, developed a Research Information Security Enclave (R.I.S.E.) to safeguard research data
- Information Technology Training
- The committee began meeting on a monthly basis beginning in September 2019.
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<td></td>
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<td></td>
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<td></td>
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<td></td>
</tr>
</tbody>
</table>
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